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Addendum-04 

CMRL/PHASE-II/SYS/ C3&5 ASA06/2023  

27-06-2023 

SN Part Section Clause Original Bid condition Revised bid condition 

1.  Part-1 Section – IV 16.5.23 

Firewall Throughput should be at least 100 Gbps Firewall  (1@OCC and 1 @ BCC) Throughput should be at least 10 Gbps for OAIT 
application.  
Firewall  (1@OCC and 1 @ BCC)Throughput should be at least 40 Gbps for FOTS 
application. 
Bidder needs to consider Cyber security solution for entire Phase-2 in their design 
proposal. 

2.  Part-2 Section- VI B 16.5.24 
Threat Prevention (including FW, IPS, Application Control & Antivirus) 
throughput must be at least 15 Gbps with real-world / enterprise MIX traffic 

NGFW shall provide Threat Prevention (including FW, IPS, Application Control & 
Antivirus) with real-world / enterprise MIX traffic 

3.  Part-2 Section- VI B 16.5.25 
NGFW (including FW, IPS, Application Control) throughput must be at least 15 
Gbps with real-world / enterprise MIX traffic 

Deleted 

4.  Part-2 Section- VI B 16.5.26 NGFW should have IPsec VPN throughput of at least 70 Gbps NGFW shall provide IPsec VPN functionality. 

5.  Part-2 Section- VI B 16.5.28 NGFW should support more than 1 Million new sessions per second Deleted 

6.  Part-2 Section- VI B 16.5.29 
NGFW should support at least 20 Million concurrent sessions 

Deleted 

7.  Part-2 Section- VI B 16.5.42 
IPS throughput should be at least 15 Gbps or better for Enterprise MIX traffic 

NGFW shall provide Intrusion Prevention functionality. 

 


